
February 1, 2021 

 

Notice of Data Breach 

 

McDermott Center d/b/a Haymarket Center (“Haymarket”) learned on October 13, 2020 that an 

unauthorized third party gained access to a Haymarket employee email account. We promptly 

controlled the incident by preventing any further access to the email account on the day it was 

discovered.  

 

An audit determined some personal information of our patients, employees and benefactors was 

contained in the account. The information involved for each individual varied, but may have included 

name, address, date of birth, driver’s license number, medical information, or financial account 

information. The incident also involved fewer than ten Social Security numbers, and did not include 

treatment information.  

 

Haymarket engaged a leading forensic security firm to investigate and confirm the security of our email 

and computer systems. We have no evidence that anyone’s personal information has been misused or 

that any personal information was actually viewed by an unauthorized third party. Nonetheless, out of 

an abundance of caution, Haymarket is recommending that individuals regularly monitor their credit 

reports and account statements. If individuals detect any suspicious activity, they should notify the 

entity with which the account is maintained, and promptly report any fraudulent activity to proper law 

enforcement authorities, including the police and their state attorney general. Additional information 

regarding identity theft protection can be obtained at www.ftc.gov/idtheft or by calling the Federal 

Trade Commission at 1-877-ID-THEFT (1-877-438-4338). . 

 

We have attempted to notify by mail individuals who may have been affected. 

 

Haymarket takes our responsibility to safeguard your personal information seriously, and apologize for 

any inconvenience or concern this incident might cause. For further information and assistance, please 

call 1-888-541-1866 from 8 AM – 5 PM CST, Monday through Friday. 


